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Summary of Key Changes - Cyber Event Protection Policy
Summary of Key Changes from EME CEP-003.1 to EME CEP-004

This document provides a brief summary of changes to the Emergence Cyber Event
Protection policy. It follows the sectional layout of the policy. It is not an exhaustive

summary, nor does it form part of the policy wording. Emergence policies are available on
the Emergence website:

Please read the policy wording in its entirety for full details of cover and to ensure it meets
your requirements.

Section A — Losses To Your Business

Policy Reference Description
"Section A — Losses To Additional coverage provided for preventative shutdown as
Your Business” follows

If a preventative shutdown happens during the policy
period, we will pay you a preventative shutdown allowance.

Section D — Optional Covers

Policy Reference Description

“Section D - Optional Contingent Business Interruption cover has now been split
Covers — Contingent into “supplier outage” or “system failure” Additional
Business Interruption coverage is now provided for “system failure”.

Cover”

The waiting period has been shortened to 72 hours.

We will pay you impact on business costs caused by:
a. supplier outage, or
b. system failure.

For the purpose of this Optional Cover — Contingent Business
Interruption Cover only the words listed below have been
given a specific meaning and the specific meanings apply:

cyber event is extended to include a cyber event at your
direct external supplier's business.

Impact on business costs means:

a. the amount that the revenue you earn during the
indemnity period falls short of the revenue you
ordinarily earn directly as a result of a supplier
outage or a system failure, less any consequent
savings, and
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b. the net increased costs incurred to avoid a reduction
in revenue directly as a result of the interruption to
your business provided
the amount of increased cost paid is less than we
would have paid for a reduction in standard revenue
in a. above. Net increased costs do not include your
ongoing normal operating expenses, salaries or
overhead expenses.

The amount is calculated by reference to the records of your
business and any other documents that we request. Impact
on business costs do not include cyber event response
costs. We will not pay any impact on business costs
incurred under this Optional Cover — Contingent Business
Interruption Cover during the waiting period of three days
(72 hours) after the first interruption to your business.

indemnity period is amended and means the continuous
period starting from the first interruption to your business
until:

a. supply from your direct external supplier resumes, or
until you have a substitute supply (in the case of
supplier outage], or

b. the outage is sufficiently restored to support your usual
business operations (in the case of system failure])

plus reasonable additional time to allow your business and
revenue to normalise. The indemnity period shall not exceed
a total length of 35 days.

supplier outage means an interruption to your business
directly arising from an outage at your direct external
suppliers’ business, where, in our opinion, the outage has
been caused by a cyber event at your direct external
supplier’'s business.

system failure means an interruption to your business
directly arising from an unintentional, unexpected and
unplanned outage of your IT infrastructure or IT
infrastructure under the direct control of your IT contractor,
but does not include outage:

a. caused by a cyber event;

b. caused by using untested, disapproved or illegal
software, or software that is past its end-of-life and no
longer supported;

c. caused by use of a non-operational part of your IT
infrastructure;

d. falling within parameters of a service level agreement;
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